
Triterras Cookies Policy 

 

Triterras Fintech Pte Ltd (“us”, “we”, or “our”) operates the domains: https://kratos.triterras.com (the "Platform") 

and https://www.triterras.com (the "Site"). The Platform, called KRATOSTM is a block-chain based physical 

commodities trading platform. We also deliver large scale global services platforms in the financial, telecoms and 

mobile content services. 

A cookie is a small data file that can be placed on your device that allows us to recognise and remember you. It is 

stored on your browser and your computer’s hard drive or tablet or mobile device. When you visit our Site and/or 

Platform, we may collect information from you automatically through cookies or similar technology.  

How We Use Cookies 

We use cookies for the following purposes. 

Purpose Description  

Performance (i.e., 

User’s Browser) 

Our Site and Platform are built using common internet platforms. These have 

built-in cookies which help compatibility issues (e.g., to identify your 

browser type) and improve performance (e.g., quicker loading of content). 

Security (e.g. Asp 

.NET) Cookies 

If you register for access to a restricted area including our Platform, our 

cookies ensure that your device is logged for the duration of your visit. You 

will need your username and password to access the restricted areas. 

Site Preferences Our cookies may also remember your site preferences (e.g., language) or seek 

to enhance your experience (e.g., by personalising a greeting or content). This 

will apply to areas where you have registered specifically for access or create 

an account. 

Analytical We use several third-party analytics tools to help us understand how site 

visitors use our site. This allows us to improve the quality and content on our 

Site for our visitors. The aggregated statistical data cover items such as total 

visits or page views, referrers to our site, etc. 

Social sharing We use third-party social media widgets or buttons to provide you with 

additional functionality to share content from our Site to social media 

websites and email. Use of these widgets or buttons may place a cookie on 

your device to make their service easier to use, ensure your interaction is 

displayed webpages (e.g. the social share count cache is updated) and log 

information about your activities across the Internet and on our site. We 

encourage you to review each provider’s privacy information before using 

any such service. 

 

Third-Party Cookies 

We use third-party service providers and these providers may process data collected from cookies stored by our 

Site and Platform. Specifically, we utilise the services of Google Analytics and CloudFlare. You can learn more 

about their privacy policies and how to opt out of their analytics cookies by clicking on the links below: 

• CloudFlare – Understanding CloudFlare Cookies (https://support.cloudflare.com/hc/en-

us/articles/200170156-Understanding-the-Cloudflare-Cookies) 

• Google – Safeguarding Your Data (https://support.google.com/analytics/answer/6004245)  

Types of Cookies We Use 

Information about the individual cookies we use, and the purposes and duration for which we use them, are set 

out in the tables below: 

Cookies Used on the Platform 

https://www.triterras.com/
file:///C:/Users/JohnKuah/Desktop/Triterras/Drafts/Understanding%20CloudFlare%20Cookies%20(https:/support.cloudflare.com/hc/en-us/articles/200170156-Understanding-the-Cloudflare-Cookies)
file:///C:/Users/JohnKuah/Desktop/Triterras/Drafts/Understanding%20CloudFlare%20Cookies%20(https:/support.cloudflare.com/hc/en-us/articles/200170156-Understanding-the-Cloudflare-Cookies)
https://support.google.com/analytics/answer/6004245


Cookie Name Set by a third party? Purpose Duration 

Laravel_session No Identifying session instances for users 
of the Service 

2 hours 

XSRF-TOKEN No Protection against cross-site request 
forgery attacks on the Service 

2 hours 

_cfduid Yes – CloudFlare Detection of malicious visitors to the 
Service 

30 days 

_cf_clearance Yes – CloudFlare Authentication of users of the Service 30 minutes 

 

Cookies Used on the Site 

Cookie Name Set by a third party? Purpose Duration 
cfduid Yes – CloudFlare Detection of malicious visitors to the 

Site 
30 days 

rc::a Yes - Google Used to distinguish between humans and 

bots.  

Persistent 

rc::b Yes - Google Used to distinguish between humans and 

bots. 

Until the end of the 

session 

rc::c Yes - Google Used to distinguish between humans and 

bots. 

Until the end of the 

session 

_ga No Registers a unique ID that is used to 

generate statistical data on how the 

visitor uses the Site. 

2 years 

_gat No Used by Google Analytics to throttle 

request rate - limiting the collection of 

data on high traffic sites. 

1 day 

_gid No Stores a unique user session identifier to 

generate statistical data on how the 

visitor uses the Site. Used to understand 

whether a visitor is a single time visitor 

or a repeat visitor. 

1 day 

NID Yes This is a Google UserID cookie used to 

help track users across various portions 

of the Site to assist us in understanding 

how visitors use our websites, what 

content they view, and to assist us in 

improving website performance. 

6 months 

 

Disabling the Use of Cookies 

You can set your browser to accept or reject all cookies or notify you when a cookie is sent. If you reject cookies 

or delete our cookies, you may still use our website, but you may have reduced functionality and access to certain 

areas of our website or your account. You may disable or accept cookies at any time by changing your web 

browser’s options. 

More information on turning off or deleting cookies may be found at the links below: 

• Chrome - https://support.google.com/chrome/answer/95647?co=GENIE.Platform=Desktop&hl=en  

• Firefox - https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-computer   

• Internet Explorer - https://support.microsoft.com/en-us/help/17442/windows-internet-explorer-delete-

manage-cookies#ie=ie-11  

• Edge - https://support.microsoft.com/en-us/help/4468242/microsoft-edge-browsing-data-and-privacy  

• Safari - https://support.apple.com/en-sg/guide/safari/sfri11471/mac 

https://support.google.com/chrome/answer/95647?co=GENIE.Platform=Desktop&hl=en%20
https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-computer
https://support.microsoft.com/en-us/help/17442/windows-internet-explorer-delete-manage-cookies#ie=ie-11
https://support.microsoft.com/en-us/help/17442/windows-internet-explorer-delete-manage-cookies#ie=ie-11
https://support.microsoft.com/en-us/help/4468242/microsoft-edge-browsing-data-and-privacy
https://support.apple.com/en-sg/guide/safari/sfri11471/mac

